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NAME
ROWAN is a network—stream relay (seev) over Wide Area Netwrk.

DESCRIPTION
RoOWAN relays video streams from both local and remote sources to local multicast/unicast destinations.

Rationale
RoOWAN is a serer that enables a video stream to cro&s OVAN, from a remote netark to the site clos-
est to consumers. Imagine, if you will, that a satellite dish (pro#imer source) is generating a feed to be
sened to clients hundreds of miles (kilometerg)ag A network link must &ist between the te end-
points, as long as there are subscribers to the feed. This applEgtiopose is to establish and maintain a
constant stream of data betweeio tstly separated endpoints, using the most suitableoriefwotocols.

ROWAN considers maintaining a data stream (reading from point A and writing to B) as a single task. At
point A (source), the accepted protocols are: HTTP and UDP, at poins Blitays UDP. Bsks are sub-
mitted either staticallyia a file (where each line specifies a task), or dynamjcgdiyHTTP request.

As a serer, ROWAN is designed to handle (simultaneously) as yngasks as machine resourceswd
allow, add and reme tasks, report on the status, etor the complete list of features, please refer to the
man pages of specific components.

Modules
rwn(1) and iga(1) are the modules of R&N. rwn is the core module, handling data 1/O tasks. iga is an
IGMP listener/agent that alls to submit tasks based on IGMPv2 JOIN and MEAmMessages.

Task types
rwn(1) supports the folling types of tasks:
u: UDP-to—-UDP tasks, where either side could be unicast or multicast.
H: HTTP-to—-UDP tasks, where source is obtained via an arbitrary HTTP request and destination is

UDP (unicast or multicast).

Important: HTTP source must be MPEG-TS so that it could be parsed into sk

D: Daisy—chained UDP-to—-UDP task. The source triggers a requesteimater rwn(1) instance
that relays agmote stream to the local rwn instance.

Simple relay
This is the mode of operation, when both source and destination are directly reachable from the local net-
work. U-tasks and H-tasks operate in this mode. As soon as rwhesdhe tw endpoint addresses and,
in case of an H-task, completes HTTP handshtlstarts relaying data from source to destination.

Daisy—chained elay
This mode allars one to relay data from a remote natiwto the local one and requires a rwn module or
each side (local andemote). The local rwn has a list obutes, each route maps a local address to the
remote side to reoes the source stream fromorFeach submitted request, rwn checks if the seunaps
to a route and if so, uses the route entry to request source stream fremabeside.

A straightforvard use case for a daisy—chained taskla be relay multicast streamey WAN.
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Example A:
A client requests a relay from 225.0.4.4:4040 to 10.0.22.14:3030. rwn looks up thairigllo

route entry:
225.0.4.4:4040 192.168.1.162:4056 225.3.3.1:1212 192.168.1.30:20111

This route maps local multicast group 225.0.4.4:4040 as a remote source. Local rwn, rather than
attempting to subscribe to this group localippuld send an HTTP request to the remote service

at 192.168.1.162:4056, asking to subscribe (on its side) to remote group 225.3.3.1:1212 and send
the stream to 192.168.1.30:20111. After successfully making the request, the local rwn instance
would start relaying data from 192.168.1.30:20111 to 10.0.22.14:3030 &liestination).

In a schematic ay:
Local [request] -> [http://192.168.1.162:4056] Remote [225.3.3.1:1212] -> Local
[192.168.1.30:20111] -> [destination]

For a complete definition of routes and their format please refer to rwn(1) manpage.

IGA-backed daisy—chained elay
Subscribing to a remote group/stream via rwn requires an initial HTTP request to local rwn, which could
be an issue if a subscription is made by a program you cannob(tad mot) modify What if one could just
request a local multicast group and get the remote stream started, transparently? Surex&litig vehat
iga(1) is for: relaying IGMP requests to rwn.

iga(1) listens on IGMP trdic and, when it sees a request relating to a group in its scop&yrdsnit to
local rwn. In our prerious scenario, all oneauld need to do is to subscribe to 225.0.4.4:4040 using an
third—party softvare. Once all subscribers are gone, the MEAMessage wuld be relayed to rwn to stop
the stream

Task lifecycle
ROWAN tasks are normally not tied to the clients that submit them: the real consumers are still a layer
apart. Initial request starts a task drsuch a task alreadyists, increments the client count. The same
kind of request, augmented with a special commarfiksakeds to go out in order to stop the task (or
decrement the counter). A task could also be started in a bourgprdlive mode. In such a mode rwn
does not close the HTTP session started by the dimquest, so the session goes on until the client termi-
nates the HTTP session. This mode ezl simpler to submit tasks where clierdnts &clusive control
over the initiated stream.

Submitting tasks
rwn(1) listens on specified port(s) for user—submitted HTTP requests in the format:

http://{addr}:{port}/sr c/{source-uri}/dst/{destination—uri}/{command}[?cid={CID}][&][ttI={N}]

WHERE
{addr}:{port} ::= IPv4/6 address of the user-request listener;
{source-uri} ::= URI for the source stream;
{destination—uri} ::= URI for the destination stream;
{command} = <none>|&ep-alve|drop|kill

URI format: {protocol}://{addr}:{port}. Ptotocol part (along with double slash) could be omitted for.UDP
{protocol} ::= UDP or HTTP for source and strictly UDP for destination.
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Commands:
<none>: means no command at all, as in http://localhost:4056/src/224.0.2.24:1212/dst/192.168.0.20:40394

keep—alve: start a client-bound (oekp-ale) task, rwn would not close the HTTP-request connection
until the client does;

drop: stop the matching task (if @nor decrement client counter if other clientsse

kill: stop the matching task, gardless of ayother clients still using the stream.

An optional query could be added to the URL, specifying a custom ID (CID) for the task. If CID is speci-
fied, the task is identified and referenced by it in the future, it becomes the unique ID for the task. If there is
no CID, rwn assigns one to the task gith letter and a numbehe letter specified the type, the number -

the global counter for tasks within this process). CID must be alphanumeric and no longer than 32 charac-
ters.

Sample requests:

A: http://localhost:4056/src/224.0.2.24:1212/dst/192.168.0.20:40394 specifies a UDP-to—UDP relay
task, no CID. (U-task) from multicast group 224.0.2.24:1212 to unicast address
192.168.0.20:40394.

B: http://local-
host:4056/src/http://10.1.1.4:8088/udp/226.0.0.2:4040/dst/226.1.1.16:2020?cid=kk0345&ttl=2
specifies an HTTP-to-UDP relay task (H-task) from video stream from
http://10.1.1.4:8088/udp/226.0.0.2:4040 to multicast address 226.1.1.16:2020. The tasis gi
CID=kk0345 and will be indentified as such. Outgoing multicastgtatK TL will be set to 2
(will override ravan.mulitcast_ttl, if set).

C: http://localhost:4056/src/224.0.2.24:1212/dst/192.168.0.20:4038d/&lve same as Aui asks
for a client-bound session.

D: http://localhost:4056/src/224.0.2.24:1212/dst/192.168.0.20:40394/drop requests to stop (or decre-
ment client counter) of the running U-task.

D: http://localhost:4056/src/:/dst/:/drop?cid=Md04f10 requests to stop (or decrement client counter)
of the task with CID=Md04f10.

Submitting requests in batch mode
rwn(1) can read task requests from xttdile in a pre—defined format (see rwn (1) manpage for details).
The file is read at the application launch, all submitted tasks start immediately

Task report
rwn(1) can periodically dump its task list along with basic statistics toxa tée, in JSON format. This
mechanism has been pa&k over on—-demand HTTP reporting in order to simplify the internal logic and
minimize the lateng

AUTHORS
Pavel V. Cherenkv
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SEE ALSO
rwn(1),iga(1),rwn.conf(5)
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NAME
rwn — data-relay component obwan(1)

SYNOPSIS
rwn OPTIONS

DESCRIPTION

rwn relays video streams as per requests, submitted via HTTP or iga(1) communications channel: The for

mat of HTTP requests is\@n at the owan(1) man page.

rwn listens for HTTP and iga—deved requests on dedicated port(s). A request results, as a rule, in starting
(or stopping) a streaming task.

rwn reads configuration from a config file (in libconfig format), specified at the command-line (see
OPTIONS belaw). For details on configuration please see rwn.conf(5) manpage.

OPTIONS
rwn accepts the follwing options:

-h, ——help, —?, ——options
output brief option guide.
—-C, ——config path
specify configuration file.
-1, ——logfile path
specify log file.
-L, ——level crit|errjnorm|inf o|delug
specify log leel.

—-p, ——pidfile path
specify pid file.
=T, ——term

run as a terminal (non-daemon) application. This is thauttehehaior when rwn is run by a
non-prvileged user—T could be specified when run as root in ordelTN@become a daemon,
for instance, for dailmging purposes.

—t, ——tasks path
specify file with task specifications for batch mode (see the formatbelo

-r, ——routes path
specify file with route specifications (see the formatusglo

-V, ——version
output applicatiors version and quit.
—g,——quiet

send no output to terminal. This is to supressarnput normally sent to standard output or error
streams. Unless specified, when run from a noritgged account, rwn will mirror diagnostic
messages sent to the log (as specified with the I option) to standard output.

—-P,——cpu
Set CPU dinity for the process. This option as to restrict the process to thean CPU/core
(numbered from 0 to N-1).

—M,——maxpkts
Set the maximum number of datagrams/pgésko process in a single I/@eat. This setting g

ulates hav much data can be accumulated before it is sent out. The permissible range is 1-64.
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The setting décts all types of tasks.

-K,——syskey
Generate host &y to identify this computer/VM when generating a license.

TASK LIST FORMA T
Task-list is a tet file where each line specifies a single task. Each lioeotvthree fields: souwre, destina-
tion and, optionally CID (custom ID) separated by a single space charaB®urce and destination are
URLs, containing the schema (protocol), address and port of the corresponding endpoint. CID cauld be an
alphanimeric sequence no longer thant 32 symbols.

Task specificationxamples:

udp://224.0.2.26:5050 udp://192.168.1.50:4040 WEX1cd2
is a spec for a UDP-to—UDP task (which may or may not be daisy—chained) with cid=WEX1cd2.

http://192.168.1.30:4044/udp/226.2.2.16:5050 udp://224.0.2.28:5050
is a spec for an HTTP-to—UDP task without a CID.

ROUTE LIST FORMA T
Route-list is a tet file where each line specifies a single route. Each line kasthe four fields:
local-source, remote—host, remote-source and relay-destination, where:

local-source
is the address/port combination for the locally-requested (UDP) stream, that may el gngfix
the (percentage sign) charact&his field is used as thekin the look—-up table for the routes.
When there is the percentage prefix, only the esklpart of the field is used (see IG&quests
below).

remote—host
is the address/port of the remote service (mostylilan rwn) that can respond to R&WM task
requests. An HTTP session will be established with the host if the route is used.

remote—souce
is the address/port of the remote stream to reqest feomote—host. A group that subscribers
know as 224.0.2.24:1212 on your neik, for instance, could be 226.12.26.3:4141 on the remote
network. NB: a dash instead of the address/podwNd indicate that remote—source in this case
matches the local-source.

relay—destination
is the address/port at your local server, where you need the stream to bhedéhvirom the
remote—host. This is the destination (second part) that rwn(1) uses in its requesidter-host,
using lemote-soute as the first (source) part.

Route specificationxamples:

224.0.3.16:4040 192.168.1.50:4056 - 10.16.10.30:6766
Matches the same multicast group (224.0.3.16:4040) locally and at therkelweal to
192.168.1.50, whence the stream is to be &oted to 10.16.10.30:6766
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%224.0.3.17:6060 192.168.1.162:4056 224.0.3.17:5050 192.168.1.30:22111
Matches requests made (moselikby iga(1) to get 224.0.3.17 ég, no port!). The request goes
out to 192.168.1.162:4056 from where the stream at 224.0.3.17:5050 is read and relayed to
192.168.1.30:22111.

IGA REQUESTS
iga(1) relays IGMP requests to rwn which dedicates a special channel of communication for it. WWhene
iga catches an IGMP message relating to a group of interest (defined via iga command line options), it for
wards a JOIN or a LEANE message (via UDP) to its 'master’ (rwn). Since IGMP does not recognize
ports, iga uses addresses without one. This is where 'percentagesdtetintes come into playwn takes
and address supplied by iga and matches it to a route, &mény creates a streaming task.

iga(1) JOIN request only carries the local-soer so the destination (normally specified in the dst section)

is assumed to be egaient to local-soure with the port included. Therefore, when a third—party applica-

tion subscribes to 224.0.3.17:6060, iga relays the subscription to rwn which streams the remote group
(224.0.3.17:5050) to 224.0.3.17:6060.

NB: Please mind that iga suld do the same thing for subscriptiondtving ary other port (than 6060),
yet, by the route configuration, rwnould alvays relay the same stream to a specific local address/port -
224.0.3.17:6060.

For details on iga(1) and its options and configuration, please see the corresponding manpage.

TASK REPORTS
rwn(1) can generate reports on the tasks it is currently running. A report is written into a designdted te
file (specified in the config), formatted as a JSON hieyarch

Global fields:
report_time [string]:
time the report @&s generated, for instance, 2016-04-12 19:31:02.798137 EST

pid [number]:
process id of the rwn instance that generated the report.

task_count [number]:
number of tasks currently running

Task-record fields:
tid [string]:
task ID shavn in rwn logs: it’s the ravan—assigned id based on a global counter; the first letter of
a rovan—assigned tid identifies task type, as in 'U0014’.

cid [string]:
is the custom task ID or "=’ (dash) if not supplied.

key [string]:
the hash-tabledy used for the task: cid or a string with source and destination URLSs.
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online [string]
yes (online) or no (dfine).

keep-alve [string]:
"yes" for client—bound tasks, "no" otherwise.

uptime [number]:
task uptime in seconds

in-kb [number]:
total receved within the task (in Kb = 1024 bytes)

out-kb [number]:
total sent within the task (in Kb = 1024 bytes)

avg-ikps [number]:
average read speed in Kb/sec.

avg-okps [number]:
average write speed in Kb/sec.

src [string]:
source URL.

dst [string]:
destination URL.

err [string]
error message whenflfie.

Example:

{ "report_time": "2016-04-12 19:31:02.798137 CET" "pid": 12611 "task_count": 1 "task_list": [

rwn(1)

{"tid": "U0003", "key": "udp://224.0.2.26:5050|udp://192.168.1.50:6060", "online": "yestepkale":
"no", "uptime": 46.91, "in-Kb": 103.12, "out-Kb": 101.95, Vigikps": 2.20, "ag-okps™ 2.17, "src"

"udp://224.0.2.26:4000", "dst": "udp://127.0.0.1:5000", "err": " }1}

AUTHORS

Pavel V. Cherenkv

SEE ALSO

rowan(1),iga(1),rwn.conf(5)
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NAME
rwn.conf — ROVAN data-relay component (rwn) configuration file

DESCRIPTION
The configuration file contains the parameters read by rwn at launch. The file is in libconfig format. An
example of a rwn.conf is preided with the installation.

CONFIG ENTRIES
rwn(1) settings bgin with the owan. prefix, as infowan.max_out_paeks’. No other sections are sup-
posed to be in the file, yet rwn should should be agnostic to thoseyittteeincluded.

rowan.loglevel = err| crit| warn| norm| info| detug [info]
Defines the Ieel of verbosity for the application log.

rowan.logfile = path
Full path to the log. If the path is predk by a | (pipe) symbol, the log treated as a stream opened with
popen(3) call.

rowan.logmax_size_mb = num [16]
Maximum file size (in Mb, i.e. 1048576-byte chunks). Log is rotated when this sizeeEsded.

rowan.logmax_files = num [16]
Maximum number of files to rotate to. Thexheotation after this limit remaes the oldest rotated log.

rowan.logenable_syslog = true|false [true]
Mirror log entries higher than INF to syslog.

rowan.listeneruser*
The following are the settings equally applying to [up to 16] listeners of user requests (the only listener
type currently supported in the listerfesection). An &ample of multi-listener configuration is pided
with the installation.

rowan.listener*.alias = unique-alias [{ifc}:{port}]
Unique human-readable identifier for theagi listener Populated by dafilt by interhce name and port
(see belw) separated by colonoFifc=ethO and port=3030, the alias, unless specified otherwisdd Wwe
set to eth0:3030.

rowan.listener*.ifc = interface [any]
Name or the address of the netwinterface for the listener of requests. aall signifies the "anoymous’
interface with the address of 0, which means that the first eligibleorietnterface will be piclked by your
OsS.

rowan.listener*.port = number
Port number for the listener

rowan.listener*.lowmark = bytes [0]
Minimum number of bytes to accept anndCP connection by listeneSets SO _RCVLW/AT soclet
option. No SO_RCVLMVAT set by dedult.
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rowan.listener*.default_af = inet | inet6 [inet]
is the addressafmily to be used when an intace cannot be uniquely liall to a &mily. For instance, an
interface could hee both IPv4 and IPv6 addresses associated with it.

rowan.listenermax_to_accept = num [128]
is the maximum number of weconnection to accept in a single I/@eat. IMO, if you hae more than a
hundred soaddts queued up, ya& under a DOS attack.

rowan.listeneruser_request_timeout = num [5000]
maximum time (in milliseconds) for gruser request to last.

rowan.runtime.*
is the section that defines parameters pertinent to running as a daemon.

rowan.runtime.run_as_user = username []
Run as the specified user in daemon mode, if empty run as root (not recommended).

rowan.runtime.non_daemon = true|false [false]
If true, event if started as root, DO NlCbhecome a daemon. The standard biehas to become a daemon
if started with EID == 0.

rowan.runtime.pidfile = path []
Full path to the application pidfile. Please note that the hosting directory must be writable by the user the
daemon wuld run as.

rowan.multicast_ifc_in = name []
Interface to use recdang multicast data.

rowan.multicast_ifc_out = name []
Interface to use sending multicast data.

rowan.max_pkts = num [4]
Set the maximum number of datagrams/pésko process in a single I/@eat. This setting gulates ha
much data can be accumulated before it is sent out. The permissible range is 1-64. Thefeetsirg]l af
types of tasks: for UDP the count is in UDP datagrams, for HTTP (TCP) it is in MPEG-TS gtsck he
optimal \alue for this setting (on both ends of the tunnel) is crucial for maintaining quality of the displayed
stream.

rowan.max_retries = num [3]
Try to re—connect to source N times before abandoning the task. If N=vek, step re—trying.

rowan.retry_period_sec = num [5]
Pause for N seconds before attempts to re—connect to source.

rowan.dgram_aligned = true|false [false]
Make sure only datagrams of 1316 bytes are output when relaying data from an HTTP sourcaulBy def
RoWAN will try to send data ASAP using yaicombination (size <=1316) of 188-byte MPEG-TS sk
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rowan.task_list = path []
Path to the task list (see rwn(1) for format).

rowan.route_list = path []
Path to the route list (see rwn(1) for format).

rowan.max_tasks = num [1024]
Maximum number of tasks to handle simultaneausly

rowan.idle_task_timeout = ms [5000]
Maximum time for a task toxest without data I/O.

socket_rcvbuf_size = N []
Set receie huffer size of inbound soeits. Use the OS—-dependentadéf value if unspecified.

multicast_ttl = N []
Set TTL for outgoing multicast datagrams. TTL can also be set per task using the ttl= URL par&eeter
rowan(1) for a URL gample.

rowan.iga.*
This section defines the settings needed to communicate with iga(1) IGMP agent.

rowan.iga.udp-listener = addess:port []
Address and port (UDP) to listen on for messages from iga. No listener if. empty

rowan.report.*
This section defines parameters for the task report generated by rwn.

rowan.report.path = path []
Path to the task report generated by rwn. If no path is specified, reports Hg&t@enerated.

rowan.report.force_refresh_sec = num [0]
If set to a alue greater than zero, rwnould generate a task repoxteey N seconds. If set to zero, rwn
would only generate a report wheme a task has been added oramoved, in which case cummulaé
statistics would only be reflected at thoskang points.

rowan.report.abkt_count = N [10]
Sets the number of time-sliceidkets used to calculateyerage speed (in reports). Must be between 5 and
128.

rowan.report.abkt_ms = ms [100]
Sets the number of milliseconds per time-sliagekat. Must be between 50 and 1000.

rowan.report.abkt_upd_ms = ms [200]
How often the gerages are to be updated (in ms). Must be between 100 and 1000.

rowan.report.min_read_online = N [0]
Consider a stream back ONLINE after a suspension (disconnect) after N lngdseba successfully read
from the source. Sometimes a source &piy, for instance) may send its cache portimeroand oer
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responding to re-connect attempts by rwn. weéeer, if theres no reolving trafic on the side of the
source, it wuld only send whad’ cached and then gsilent’. Having this setting set to a reasonably high
value (size of a single Gagxy’s cache unit, for instance) alldo aszoid momentary flips from 'dline’ to
‘'online’ and back each time rwn attempts a re—connect.

AUTHORS
Pavel V. Cherenkv

SEE ALSO
rowan(l),iga(1),rwn(1)
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NAME
iga — IGMP agent of rwn(1)

SYNOPSIS
iga OPTIONS

DESCRIPTION
iga monitors IGMPV2 tréefc and reports on rekant (multicast group) addresses to rwn(1).

iga considers an address ned@t if it is within a specified range or is listed in #t tle (one address per
line).

iga(1) intercepts IGMP tréit on the gien netvork interiace and relays information on red@t addresses
to rwn(1)

OPTIONS
iga accepts the follwing options:

-? Output brief option guide.

-i interface
Network interface to listen on.

-R address:port
UDP address:port ¢wvan.iga.udp_listener) to report to.

—g min—-group
Minimum multicast group to relay

-G max—goup
Maximum multicast group to relay

—-F path List of relevant groups, one address per line, no ports.
-l path Logfile.

—L critlerrjnorm|inf o|dehug
Log level.

—-p path PID file.
-T Run as a non—-daemon application when starting as root.

—u username
User to run as in daemon mode.

AUTHORS
Pavel V. Cherenkv

SEE ALSO
rowan(1),rwn(1),rwn.conf(5)
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